Lightweight Identity-Based Signature

Description

Identity-based cryptology allows a user to use his or her identity as a public key, simplifying encryption and authentication tasks. But some parts of these tasks are computationally heavy-weight.

An online/offline signature allows a signer to outsource the signing part to an external but untrusted party. This is particularly useful if the signer is using a lightweight device, such as a wireless sensor or smart card that lacks substantial computing power. The heavy parts of the computation can be delegated.

Our identity-based solution eliminates the costly process of certificate verification, and allows a lightweight device to carry out signature generation and verification.

Features

- Identity-based – no certification verification
- Efficient – no pairing operation
- Lightweight – for resource-constrained device

Applications

- Mobile Device
- Smart Card
- Wireless Sensor

Features Diagram:
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